‘An Odd Take on Formality and Testin

A Title Best Left Unannouned???




- What are formal methods'?
=. What's a spec?
= What's a Fault?




A formal method f
= a notation for describing systems

= calculus for reasoning about properties of systems
(including refinement)

= ‘guidelines for refining. -




5 Degree of dlrectness varies a I|ttle E g.Z
specifications or program annotation languages (e.g.
Spark annotations).

= You can view formal specifications as being created
by some of the evolutionary testing based tools (e. g.
for attaining structural coverage).

= Z Specs or after symbollc executlon from programs in
the form of augmented path traversal conditions etc.



= In the absence of formal proof |t is really hard to see
how standard approaches to testing (iother than
evolutionary approaches can really hope to exhibit
extreme execution times.



1234: for?

'hat are we testing
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= timing, stress testing, resource usage, modifiabiliy
(22?), security....
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= unitary transformatmns
" prOJectlons (state collapse)

= We can map down certain constructs onto gate level
but general refinement is hard.

= But qQuantum progs are probabilistic and so
“correctness’ needs mterpretatlon













here are some system
@EEV

For example Conway's ‘Game of Life’

= @Gives rise to the concept of ‘gliders’ passmg across
the screen

= BUT - given the concept of gliders we lack a
refinement approach to generate the rules for each
block | o
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Each node

is a simple
state machine
with state and
outputs

defined by state
and
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= More interesting examples of emergent properties
might include load balancing, provision of quality of
services etc.
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= FPGASs are built for fault mJectlon A program is a BIG
fault.

= Break free of the standard computational paradigm.
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| ' start with loads and loads of predicates that could be
invariants and remove those that are inconsistent
with the test results.

« What's left is a ‘spec’.




These are ‘specs’ or assertlons and opportumtles for
falsification testing.

= Or actually just testing!






= Need a test sequence

= Actually sets of test sequences, since we need to
allow for oddities such as initial conditions and lack
of strong connection in behavioural graphs (e.g.
initial operations may preclude interesting states
ever being reached).

= How do we go about gettmg such test

sequences?

= Typical approaches would be random from some
distribution (e.g. operational). What else can be
done?
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confidence interval approach (or similar)

= for rule based networks, a fault could be a node with
a disturbed rule set.

. Or possibly a perturbation in the input distribution or
initial state assumptions?
= Other interpretations?






